[Когда смерть «в друзьях». Как уберечь детей от опасностей Интернета](http://www.oren.aif.ru/society/event/kogda_nam_ne_do_detey_chto_podzhidaet_rebyonka_v_seti)

**1. Начинайте дружить с детьми в соц­сетях.**Присылайте им дурацкие гифки и демотиваторы, болтайте в чате, не становитесь врагом его онлайн-пространства, так будет гораздо проще понимать, с кем ваш ребёнок общается в Сети и чем увлечён. И обязательно уберите всю информацию о детях со своих страниц в соцсетях. Никаких фотографий с детьми на аватарке, контактов и ссылок на членов семьи, место работы, никакого списка коллег. Многие педофилы и мошенники находят своих жертв и информацию о них через страницы родителей.

**2. Учим телефоны мамы, папы и доверенных лиц.** Вместо или кроме придуманных паролей перечислите всех ваших близких и друзей, кому ребёнок может доверять и с кем он может, например, уйти из школы, если с вами что-то случилось.

**3. Убедите ребёнка, что дорогой планшет или смартфон носить с собой не стоит**. Во-первых, увлёкшийся разговором в Сети ребёнок теряет бдительность и не обратит внимание на опасность. А во-вторых, одинокий школьник с девайсом - лёгкая добыча для грабителей или наркоманов, выслеживающих по утрам подобных жертв в общественном транспорте. Схема простая: выйти вслед за ребёнком и преследовать на небольшом расстоянии, дожидаясь относительно безлюдного участка дороги. В лучшем случае грабитель просто выхватит планшет или телефон и убежит. В худшем может и ударить или оглушить ребёнка.

**4. Совет - только для родителей**. Установите на мобильном телефоне ребёнка систему родительского контроля. Вы сможете видеть, где находится ваш ребёнок и даже установить безопасную зону и систему смс-оповещения в том случае, если ребёнок её покидает. Плюс возможна функция тревожного вызова: если ребёнку что-то угрожает, ему достаточно нажать на кнопку, чтобы известить родителей.